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	      The advances of computer and communication networks make possible digital economics such as E-commerce, video on demand, and digital library. Since digital data can be easily replicated without any loss, copyright protection becomes an imperative requirement for many multimedia services.
      Digital watermarking is needed to prevent copy protection being circumvented by noncompliant devices. Digital watermarking is a new technique, by which a digital information imperceptibly embedded in the multimedia (host data).

      In this research, a new proposed image protection methods will be introduced by using watermarking technology. The watermarking technology based on communication concepts were interpreted by using a three methods: (i) image content based watermarking using wavelet transform, (ii) image protection by using encryption technique, (iii) image protection by using Visual Basic Scripts program.

      In the first method, a watermarking technique and synchronization ideal based on the content of image is proposed after decomposing it using Haar wavelet transform. This watermarking technique needn’t the original cover data to extract watermark, but some keys like JND calculations are necessary to increase robustness and security; in addition the user watermark will be added into the selected region of decomposed image.

      In the second method, encryption technique is used for protecting the image content by using watermark as part of encryption key (which is used to generate the encryption key).

      In the third method, a Visual Basic Script (VBS) program is introduced to protect the image by controlling the windows registry and writing the command for preventing the unauthorized user from dealing with images.

      The proposed system uses three types of image file formats (BMP, GIF, and JPEG). An image protection will be increased by using these proposed methods. The third proposed method is more efficient than the other because no encryption or calculation is needed to protect the image just a few commands written into the windows registry. But the second method is very useful in open environment network communication. Conversely the first method is used as copyright protection technique.
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